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PC Security Identity Protection Backup
Protected Protected Protected
You are protected for Web You are secured for online You need to set up backup to
browsing and email. shopping and banking. protect your files from loss

)
PC Tuneup
Protected

Your PC will be tuned up
automatically.

Click on Firewall
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Detailed Settings

# Antivirus

Customize how to handle viruses,
spyware, adware, and more.

Firewall
Configure firewall behavior, access rules,
and connection rules

@ AntiSpam
Customize Norton AntiSpam features

1% My Network
Configure the My Network management
tool

2
W%, Parental Controls
Parental Controls have not been
configured.

@ Identity Protection
Configure Identity Safe to manage
your online identities and transaction
data

2%, Tasks Scheduling
Adjust the schedule of your tuneups.

Al Administrative Settings
* Manage system and product settings

Backup Settings
Manage Backup settings

Quick Controls
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Silent Mode

Safe Surfing

Identity Safe

Backup

Backup Status Overlays
Automatic LiveUpdate
Smart Firewall

Norton Tamper Protection




Click on traffic rules
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Use Defaults

7 General Settings Program Rules n and Browser Protection i Advanced Settings
Smart Firewall G=m=s On =
Uncommon Protocols Configure [+] \i\
Firewall Reset Reset[+] @
Stealth Blocked Ports Gazmmm On @
Stateful Protocol Filter Gaumms On =
Automatic File/Printer Sharing Control Gaummm On ]
Block All Network Traffic NSNS Unblocked \z\
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These rules determine how the firewall handles connections for all the programs on your computer. A rule that appears above other
rules in the list overrides those rules.

g _\% Default Allow Specific Inbound ICMP
‘_EJ E Allow, Direction: Inbound, Computer: Any, Communications: Specific, Protocol: ICMP

g B Default Allow Inbound ICMP Destination Unreachable
‘_Hg Allow, Direction: Inbound, Computer: Any, Communications: Specific, Protocol: ICMP

=, & Default Allow Specific Outbound ICMP
o 8_'9}9 Allow, Direction: Outoound, Computer: Any, Communications: Specific, Protocol: ICMP

g _Q Default Allow Inbound NetBIOS (Shared Networks)
‘_EJEJ Allow, Direction: Inbound, Computer: Local subnet, Communications: Specific, Protocol: UDP

=
= & Default Block Inbound NetBIOS
4 b“'@@ Block, Direction: Inbound, Computer: Any, Communications: Specific, Protocol: UDP

%*—@Q Default A‘flluwv Inbound NetBIOS Name (Shared Networks)
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Locate Default Block UPnP discovery and uncheck it
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These rules determine how the firewall handles connections for all the programs on your computer. A rule that appears above other
rules in the list overrides those rules.

Default Allow UPnP Discovery (Shared Networks)
Allow, Direction: Inbound, Computer: Local subnet, Communications: Specific, Protocol: UDP

Default Block UPnP Discovery
Block, Direction: Inbound, Computer: Any, Communications: Specific, Protocol: UDP, Tracking: Create a
log entry

Default Allow Web Services on Devices (Shared Networks)
Allow, Direction: Inbound, Computer: Local subnet, Communications: Specific, Protocol: TCP and UDP

Default Block Web Services on Devices
Block, Direction: Inbound, Computer: Any, Communications: Specific, Protocol: TCP and UDP, Tracking:
Create alog entry

Q & Default Allow LLMNR (Shared Networks)
=)= Allow, Direction: Inbound, Computer: Local subnet, Communications: Specific, Protocol: UDP

Add Modify Remove Move Up Move Down

Locate default block SSDP and uncheck it then click apply
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These rules determine how the firewall handles connections for all the programs on your computer. A rule that appears above other
rules in the list overrides those rules

=i = Default Block LLMNR
~4 b"l'@% Block, Direction: Inbound, Computer: Any, Communications: Specific, Protocol: UDP, Tracking: Create a
log entry

Q CEEJ: Default Allow Web Services Discovery (Shared Networks)
*_3:)-9 Allow, Direction: Inbound, Computer: Local subnet, Communications: Specific, Protocol: UDP

; B Default Block Web Sevices Discovery
v 5’4'@9 Block, Direction: Inbound, Computer: Any, Communications: Specific, Protocol: UDP, Tracking: Create a
log entry

=] &Z Default Allow SSDP (Shared Networks)
h ‘—Qr’ Allow, Direction: Inbound, Computer: Local subnet, Communications: Specific, Protocol: TCP

B - = Default Block SSDP
b‘-h_@‘i! Block, Direction: Inbound, Computer: Any, Communications: Specific, Protocol: TCP, Tracking: Create a
log entry

Add Modify Remove IMove Up Move Down
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