Open Comodo and go to firewall
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Antivirus @ Stateful
x The virus database has been updated on 10/7/2011 3:39:01 PM
The network firewall is
not functioning properly! P 0 threats) detected sofar

Summary

© scantow

I Defense+ @ Safe Mode
Defense+ has blocked 0 intrusion(s) so far
I o unrecognized iie(s) observed / willbe treated as Partially Limited

5 o appication(s) curertly runring in the Sandbox

Firewall @ Safe Mode
‘) Firewall has blocked @ intrusion(s) so far
SR 0 cubound comnectiont)
Technician § 0 inbound connectionts)
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View Firewall Events % View Active Connections
This section allows you to view a record of the View which applications are cumently connecting
y events and alerts triggered by possible attacks tothe Intemet along with the IP. Port, Protocol
The network firewall is on your compter. and Traffc level of the connection.

not functioning properly!

Run Diagnostics

3 Define a New Trusted Application & Stealth Ports Wizard

This shortcut represents a convenient way to This wizard allows you to create a set of global
create an automatic Allow rule for applications firewall rules, which will affect your computer's
that you trust visibilty from other computers.

—& Define a New Blocked @ Firewall Behavior Settings

s Application Access and configure various firewall options
This ool ks B e o such as securty level, alert frequency leve! and
create an automatic Deny rule for applications more.

that you do not trust

W Neiwork Security Policy

% You may use this section to create/modify
packet fitering rules in order to explot the full
power of the firewall.
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Click on predefined policies

€ Network Security Policy o x
Application Rules | Global Rules | Predefined Policies | Network Zones | Blocked Zones | Port Sets

Application name Treatas e Add...

[ System Custom
@Allow System To Send Requests If The Target Is In [Local Area N...
@Allow System To Receive Requests If The Sender Is In [Local Are...
@Allow System To Send Requests If The Target Is In [Local Area N...
@Allow System To Receive Requests If The Sender Is In [Local Are... Move Up
@Allow System To Send Requests If The Target Is In [Local Area N...
@AIIOW System To Receive Requests If The Sender Is In [Local Are... Move Down

(=) All Applications Custom

L ) Allow All Outgoing Requests
(=) COMODO Internet Security Outgoing Only
V]

Edit...

Remove

n

Purge

(=) Windows Updater Applications Custom
L @Allow IP Out From MAC Any To MAC Any Where Protocol Is Any
(=] Windows System Applications Custom v

& Chat with a Certified Technician OK Cancel

Click on blocked applications

twork Security Policy X

Application Rules | Global Rules | Predefined Policies | Network Zones | Blocked Zones | Port Sets

Policy Name Add...
Web Browser

Email Client

Ftp Client

Trusted Application
iBlocked Application

Edit...

Remove

Outgoing Only

d Technician OK Cancel




Click on add

€ Application Network Access Control X

Predefined Policy Name
Blocked Application

(®) Use a Custom Policy Copy From »

§@Block All Incoming and Outgoing Requests

Add... Edit... Remove Move Up Move Down

& Chat with a Certified Technician Apply | cancel

Make sure action is allow
Under source address enter the ip of the DCR-2650
Under destination enter the address of the PC and click apply

(For instructions on how to obtain the ip address please see the end of the guide)

€ Network Control Rule X

Action: | Allow v [[] Log as a firewall event if this rule is fired
Protocol: | TCP or UDP v
Direction: | In/Out |

Description:

Source Address | Destination Address | Source Port | Destination Port
[C] Exclude (i.e. NOT the choice below)

Type: | 1Pv4 Single Address v

IP: |

& Chat with a Certified Technician Apply Cancel




Click on the rule and select move up then apply

Application Network Access Control X

Predefined Policy Name
Blocked Application

(® Use a Custom Policy Copy From »

&eh

@Block All Incoming and Outgoing Requests

Add... Edit... Remove Move Up Move Down

@ Chat with a Certified Technician Apply Cancel




To get the ip address of the pc and DCR
Go to control panel, view network status and tasks. cange adapter setttings

Right click on the dcr and seelct status, click on details

@ » Control Panel » Network and Internet » Network Connections »

Organize v Disable this network device Diagnose this connection Rename this connection View status of this connection Change sett
"~ | Local Area Connection . || Local Area Connection 2
> _ Network 2 »  Enabled
@7 Intel(R) PRO/100 VE Network Con... -~ Hauppauge WinTV-DCR-2650 (M...
r o
[ Local Area Connection 2 Status } K | Network ConnechionDetals ﬂ
General Network Connection Details:
Connection Property Value =
IPv4 Connectivity: No Internet access Connection-specfic DN...
IPv6 Connectivity: No network access E};e::'ptllir;d g;;?i;g;;ggg-m&m (Mode
y ical Address -FE-
Medla. State: Enabled DHCP Enabled Yes
buration: 21days19:02:33 IPv4 Address 192168 55.106 PC address
Speed: 1.0 Gbps IPv4 Subnet Mask 255.255.255.248
Lease Obtained Friday, October 07, 2011 4:10:16 PM |=
Lease Expires Thursday, November 16, 2147 5:40:5
|Pv4 Default Gateway
IPv4 DHCP Server 192.168.55.105 DCR address
Activity IPv4 DNS Server
- IPv4 WINS Server
Sent — %ﬁ‘ = Received NetBIOS over Tepip En...  Yes
ﬂﬁg Linkdocal IPv6 Address fe80::5cb0:311a:c020:46cf %13 =
Bytes: 310,004,759 | 297,246,057,349 IPv6 Default Gateway
IPv6 DNS Servers fec0:0:01fff::1%1 =
- —— - < (R | »
(Eipopertes | [ Biossbe ][ vogrse |
Close




